RMIS – Risk Management Information System
Read-ahead and Back up Information
· The Requirement to develop RMIS originated in the “Department of the Navy Objectives for 2008 and Beyond” signed by the SECNAV, CNO and CMC. The DON objectives include “Aggressively Prosecute the Global War on Terrorism” and “Build the Navy and Marine Corps Force for Tomorrow”.  There are only six of these objectives; Objective number 4 is “Safeguard the People and Resources of the Navy and Marine Corps Team”.  Under this safety objective is the following sub-objective:
· Deploy a DON-wide, web-based, Risk Management Information System (RMIS) that will facilitate unit level safety program management and provide aggregate reporting, analysis and tracking of all reportable hazards and mishaps. 
· There is power in information and data - Power in the knowledge that data brings you. 
By analyzing data and correlating it with other available safety information, we can
improve our safety performance, but we can also reduce the cost of being safe, both the
cost in time as well as the cost in resources.
· Many people mistakenly equate “Safety Data” or “Safety Information” with mishap metrics and trend charts. There is a wealth of other information we collect, and too often stove pipe across the Department of the Navy, that can also provide powerful knowledge and predictive insight for risk reduction and mishap prevention. Medical injury data, numerous lessons-learned data bases, Material discrepancy logs, and audit, survey and inspection reports, name just a few. 
· In RMIS, we are not looking for the NCIS or CSI Miami TV series fictional network of information systems that seamlessly link powerful computers with data bases at FBI, DMV and Homeland Security and with nation-wide phone networks and databases.  We can’t afford linking all those systems.  Linking such systems probably violates numerous laws and technical standards as well.  However, the concept of seamlessly linking currently dispersed and often isolated DON systems and data bases - is one of the capabilities that RMIS will provide.
· Just a decade ago, the safety IT system in the vogue in commercial industry was the “Event Reporting” system – loved by the home office where they could rack and stack data at a whim and prepare organizational trends reports.  Loved by the home office, but hated by field activities that had to input the data and seldom got any feedback or output.

· Today, industry safety IT systems are much more robust.  They still include event reporting, but they are much more customer-oriented than the systems of old.  Not only does headquarters get to play with the data, but the field activities do too – the field can see at an instant how they are doing, they can see their own trends – whether they are getting better or worse.  They can learn from the data and feed this knowledge back into their work processes to improve operations, avoid injuries, and save lives.
· But today, safety IT systems also include powerful tools to integrate information.  
· For example: 
· A worker who cuts his hand on a machine guard reports to medical.  
· The computer record opened on the worker in medical is used to electronically generate an initial injury report which is forwarded real time to notify the worker’s supervisor and chain of command that the incident just occurred.

· The supervisor adds to the record and electronically files a lost time injury report which automatically notifies other key personnel within the organization.  
· The supervisor also adds corrective action to help prevent this event from happening again. 
· The record then automatically feeds information into an organizational lessons learned data base, where the event is de-identified to improve organizational-wide safety awareness.
· The injury reports required by law to be sent to OSHA are automatically generated. 
· Since the injury was related to a piece of equipment, the report is electronically forwarded to the organization’s engineering department for trending and possible equipment re-design. Required follow-up action is automatically tracked. 
· The resulting record, which linked event, injury, corrective action, lessons learned and lost time has now tied together several previously independent databases.  

· The analyst, whether at headquarters or at the organization now has access to some powerful information.  
· Even the medical personnel get valuable feedback as to how this worker got injured, how effective their medical treatment was in the worker’s recovery, and whether they can expect to see more of these injuries in the future.
· In another example, the USS FISH is going to test their steam plant safety valves tomorrow.  The Chief Engineer wants to ensure a safe evolution so he directs the Chief to pull the job hazard analysis and previous lessons learned from RMIS.  The Chief uses the RMIS query tool to quickly locate this information.  He then briefs his engineroom watchstanders who learn that the steam pressure will be 50 psi higher than normal, a pressure the plant hasn’t seen in 5 years.  Further, this 50 psi almost doubles the stored energy in the plant.  A minor steam leak can turn quickly into a major casualty.  The saturation temperature of the steam and its ability to fill the engineroom in seconds means instant 3rd degree burns.  The Chief also finds the lessons learned report filed in RMIS by the USS Frank Cable regarding a mishap during a similar evolution in 2006 where only 3 of 14 watchstanders donned emergency breathing apparatus. 5 of 14 sailors were critically burned, and 1 died.  He tells his Sailors to be particularly familiar with how to quickly exit the engineroom.
· In addition to reporting, integrating, analyzing and disseminating information, safety IT systems in industry today also help manage unit-level safety programs.  They track qualifications, they track training, they track reports that are due, they send out reminders, provide pre-made templates.  These IT systems not only tell you when a document is due – these IT systems go ahead and prepare it for you.  The Navy OSH manual has over 400 pages of requirements – it is not realistic for a human to manage all that.
The capabilities envisioned for the DON RMIS aren’t TV show fiction, this is easily doable.  NASA and many industrial corporations have systems like this.  We need to be realistic, not greedy, and not try to build too complex of a system.  We need to be receptive to all the stakeholders, especially the unit-level stakeholders – its got to be an enhancer not a burden to them.  
The Department of Navy cannot be a leader in safety, or achieve the SECNAV goal of becoming a World Class Safety Organization, until we have a system like this up and operating.
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